
   
 

   
 

 

 

 

 

 

Microsoft Azure Active 

Directory - Office 365 

Integration Setup 

 

 

 

 

                                                 

                                                                                                                              



   
 

   
 

 

Section 1: Create Azure Application  

Visit https://portal.azure.com website then login using your Microsoft Azure organisation account (make 

sure it has a global admin privilege). 

 

From the Azure homepage, navigate to Azure Directory > Manage > App Registration  

 

https://portal.azure.com/


   
 

   
 

Under the App registrations tab, Select the “New Registration” button 

 

 

In new registration form, provide the name of your application (would be better to use “Zencontract” 

as default name). Under Support and Account types select “Accounts in any organizational directory” 

option. In Re-direct URL value, use this link  https://my.zencontract.com/edge/Account/AzureToken 

 

 

 

https://my.zencontract.com/edge/Account/AzureToken


   
 

   
 

 

Then click the Register button. 

Under the overview tab of the created application, copy the Client ID and Tenant ID. As these ID’s will be 

used to authenticate in Zencontract website. 

 

After copying and storing Client ID and Tenant ID, go to Authentication tab. For the Front-Channel 

Logout URL value kindly use this link  https://my.zencontract.com/system/user . Then in Implicit grant 

and hybrid flows field, tick or enable the “Access Token” checkbox then click Save button. 

 

 

 

https://my.zencontract.com/system/user


   
 

   
 

After the Authentication setup, go to Certificates & Secrets tab. Click the “New client secret”, add 

verbiage text in the Description field and under Expires field select your desired months or years for 

Client Secret expiration then click Add button.    

 

After successfully adding the Client secret, copy the Client Secret value as this will be used for 

Zencontract website as well.  

NOTE: Copy the client secret value quickly once created as this will be shown to the user once. 

 

 

 

 

 



   
 

   
 

Section 2: Add API Permission for Office365 MSGraph (Outlook, 

SharePoint) 

Go to API permission tab, click “Add a permission” button then select “Microsoft Graph” API

 

After selecting Microsoft Graph API, add the following permissions for both “Delegate Permission” and 

“Application Permission”, 

Delegate Permission 

• Files.ReadWrite 

• Files.ReadWriteAll 

• Mail.ReadWrite 

• Mail.ReadWriteShared 

• Mail.Send 

• Mail.Send.Shared 

• Offline_access 

• Sites.ReadWriteAll 

• User.Read 

   

 



   
 

   
 

    

    

     



   
 

   
 

     

 

Application Permission 

• Mail.Send 

• User.ReadAll 

 

    

    



   
 

   
 

   

 

Section 3: Add API Permission for Dynamics365 

In order to call Dynamics Organisation data and information. You need to add Dynamics API permission.  

 

Add the Dynamics CRM Delegate Permission “user_impersination” 

 

 

 

 



   
 

   
 

Section 4: Grant Admin Consent for Azure Application 

In API permissions tab, select the “Grant admin consent for <<Name of Application>>”. This will allow all 

the added permissions to integrate with Zencontract website. 

 

 

 

 



   
 

   
 

Section 5: Application Details and Settings 

Created or Existing Zencontract Application  

 

 

 

Client ID and Tenant ID 

 

 

 

 

 

 

 



   
 

   
 

User Settings 

 

 

Enterprise Applications 

 


